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1. Introduction

The aim of the ILearnRW project is to contributevénds a move away of traditional assistive
software which uses a computer simply as an alieet pen and paper and develop next generation
learning software which uses a computer to fatdithe learning process for children with dyslexia
and/or dysorthographia.

The ILearnRW system builds and maintains individp@files for each childyser Modeling). The
profile should include, among others, the type ydlekia and the errors the user is most likely to
make. The interaction of a child with the learnamyironment should be based oteaching strategy
that supports the individual user in fulfilling Hiser specific learning goals.

To improve its usability the ILearnRW system suppactassification of learning material. Content
classification must be a major component in anye@mmanagement system. To think about it, a tutor
helping a child to learn reading / writing alwaysexts appropriate learning material based on the
child’s needs and capabilities. Additionally, thestem produces and maintains @mline resource
bank. Coherent collections of data which support spetdaching strategies should be accessible to
learners and educators.

Personalized content presentation is also an important feature of the system. Ifkwew the errors the
user is likely to make, we can enrich the text @néation with visual cues by combining highlighting
text-reformatting and word segmentation. In additithe type of dyslexia should also influence the
presentation.

Engaging learning activities for children are also provided by the ILearnRW eowiment. High
degree of learner engagement is sought in anyitepactivity. To achieve this goal, we integrate
learning activities into serious games. A creagjgee scenario, coupled with a positive reinforcémen
mechanism, will extend child’s engagement.

Furthermore, the system offers the functionalityhafeval uation of learning. When a game is coupled
with a game usage logging mechanism, data colleckded to the user's actions may lead to a
gquantitative assessment of learning.

During the execution of project, in order to tesd &rain the software developed, as well as touatal

its usefulness in an accommodative educationalremwvient, we will need to collect and store
personal / sensitive data, concerning childrensTkthical issues concerning the collection andofise
these data must be considered. The main objectiieisodocument is to define the way personal /
sensitive data will be collected and used, accgrtbrthe European and national legislations.
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2. Legislation Governing Ethical Issues and the Collémn of
Personal Data

The operation of the ILearnRW project with resgedhe processing of personal data conforms to the
requirements of the Directives of the EC and th&édxal Laws of the Member States concerning the
protection of individuals with regard to the prasiag of personal data and the protection of privacy
These Directives are:

« Directive 95/46/EC of the European Parliament and of the Council 4fCxtober 1995
concerning the protection of individuals with redjéo the processing of personal data and on
the free movement of such data.

+ Directive 2002/58/E€ of the European Parliament and of the Council 2fJuly 2002
concerning the processing of personal data and pratection of privacy in the
telecommunications sector.

« Directive 2006/24/E&of the European Parliament and of the Council®Miarch 2006 on
the retention of data generated or processed inemtion with the provision of publicly
available electronic communications services orpoblic communications networks and
amending Directive 2002/58/EC

The principles of the above Directives have bearrporated into the legislation of all countries
involved in data collection in the framework of thearnRW project. Specifically,

In UK, the Data Protection Act 1998 came into footel March 2000. It is concerned with the rights
of individuals to gain access to personal inforgratield about them by an organisation or individual
within it, and the right to challenge the accuratylata held. The terms of the Act relate to daia h
in any form, including written notes and recordd, just to electronic data.

In the UK, it is a requirement to register as aeD@bntroller (DYSACT is such a Data Controller)
with the Information Commissioner and his staffos@ remit is to ensure that organisations that are
processing data are doing so in line with the aliigns that are placed upon them by the various
pieces of legislation such as: the Data Protectiory Freedom of Information Act, and the Privacy
and electronic Communications Regulations.

In addition, in the UK, the Children Act 2004 aie tSafeguarding Vulnerable Groups Act 2006 are
applicable. The Children Act 2004 provides the ldgssis for how social services and other agencies
deal with issues relating to children. Guidelihese been laid down so that all individuals who are
involved in the looking after children, be it inetthhome, the work place, school or other locale are
aware of how children should be looked after in dyes of the law. The Children Act 2004 was

designed with guiding principles in mind for theeand support of children.

The Safeguarding Vulnerable Groups Act 2006 isgiesi to implement new and more stringent ways
in which to carry out checks on those individualsowwish to work with children, the elderly or
people who are classed as being in positions aofevability. The act gives employees new powers - in
conjunction with those bodies who oversee the dhgof potential new employees - to help confirm
the safety and reliability of those individuals wivsh to work with those who fall under the auspice
of the Safeguarding Vulnerable Groups Act. Theasb looks at how bodies such as the Criminal
Records Bureau (CRB) carry out their tasks whiduitle providing basic and enhanced disclosures

! http://eur-lex.europa.eu/LexUriServ/LexUriServ.dd2@J:L:1995:281:0031:0050:EN:PDF
2 http://eur-lex.europa.eu/LexUriServ/LexUriServ.dd2GELEX:32002L0058:en:HTML
3 http://eur-lex.europa.eu/LexUriServ/LexUriServ.dd2@J:L:2006:105:0054:0063:EN:PDF
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for potential employees and employers and deals dtw the system can run more efficiently and
with tighter restrictions than are currently inqgeda

In Greece, the European Directives have been incatgd into
e Personal Data Protection Act, 2472/97
« Data Protection Authority, Regulations 20a/99, concerning the notification of
subjects about processing personal data,
« Act 3471/2006 concerning the processing of personal data andptbtection of
privacy in the telecommunications sector as ameiyedcts 3783/2009, 3917/2011
and 4070/2012.

For the purposes of the Personal Data Protectioeciie 95/46/EC:

(a) 'personal data' is any information relatingato identified or identifiable natural person (‘data
subject’); an identifiable person is one who carndeatified, directly or indirectly, in particuldsy
reference to an identification number or to onenore factors specific to his physical, physiologica
mental, economic, cultural or social identity;

(b) 'processing of personal data' (‘processingfesint any operation or set of operations which is
performed upon personal data, whether or not bygnaatic means, such as collection, recording,
organization, storage, adaptation or alteratiotnienal, consultation, use, disclosure by transioigs
dissemination or otherwise making available, alignor combination, blocking, erasure or
destruction;

According to the Personal Data Protection Direc8&46/EC and the corresponding Personal Data
Protection Acts of the Member States personal stadald:

* be obtained and processed fairly and lawfully aotdbe processed unless certain conditions
are met;

* be obtained for a specified and lawful purpose aod be processed in any manner
incompatible with that purpose;

* be adequate, relevant and not excessive for thopeges;

* be accurate and kept up-to-date;

* not be kept for longer than is necessary;

* be processed in accordance with the data subjegi'ts;

* be kept safe from unauthorized access, accidargsldr destruction;

Under the same legislation, the processing of apezitegories of data (“sensitive data”), such as
personal data revealing racial or ethnic originljitisal opinions, religious or philosophical bekgf
trade-union membership, and the processing of dataerning health or sex life, is prohibited. This
prohibition may not apply if the data subject haseg his/her explicit consent to the processing of
those data, except where the laws of the Membde $tavide that the prohibition may not be lifted
by the data subject's giving his/her consent. Acldditly, subject to the provision of suitable

4 http://www.dpa.gr/pls/portal/docs/PAGE/APDP X/LAW/MGDTHE SIA%20PROSOPIKA%20DEDOMENA/
%CE%9DOMOTHESIA%20PROSOPIKA%20DEDOMENA GREEK/247Z2 BIOV2011 FINALVERSION.
PDF

® http://www.dpa.gr/pls/portal/docs/PAGE/APDPX/LAW/NEDTHESIA%20PROSOPIKA%20DEDOMENA/
FILES/%CE%91%CE%A0%20408 1998.DOC

® http://www.dpa.gr/pls/portal/docs/PAGE/APDPX/LAW/NEDTHESIA%20PROSOPIKA%20DEDOMENA/
FILES/KAN%20%CE%A0%CE%A1%CE%91%CE%9E%201 1999.DOC

" http://www.dpa.qgr/pls/portal/docs/PAGE/APDP X/LAW/NGDTHESIA%20PROSOPIKA%20DEDOMENA/
%CE%9DOMOTHESIA%20PROSOPIKA%20DEDOMENA GREEK/3476 BMAY2012FINAL.PDF
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safeguards, the Directive as well as the natianatlof the Member States, for reasons of substantia
public interest, lay down exemptions in the abonahibition.

In Greece, the collection and processing of semsitiata, is allowed only when the Data Protection
Authority has granted a permit to the Controller thee collection and processing of sensitive dasa,
well as for the establishment and operation of blevant file, upon request of the Controller
(Controller is the natural or legal person, puldlighority, agency or any other body which alone or
jointly with others determines the purposes andnaed the processing of personal data).
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3. Ethics Issues in Research

3.1. Guiding Ethical Principles

The purpose of this paragraph is to present threiptes and procedures that will guide and endwee t
ethical conduct of research in the ILearnRW projétthough codes, policies, and principals are very
important and useful, like any set of rules, theymbt cover every situation that arises in research
they often conflict, and they require considerabiéerpretation. It is therefore important for
researchers to learn how to interpret, assess,apply various research rules and how to make
decisions about how to act in various situatidns.

The approach taken is to guide and evoke thoughtfiibns based on fundamental ethical principles.
The principles that follow are based on stateméots the international communifyThe principles
have been widely adopted by diverse research tlisefp As such, they express common standards,
values and aspirations of the research community.

Respect for Human Dignity: The cardinal principle of modern research ethassjiscussed above, is
respect for human dignity. This principle aspires protecting the multiple and interdependent
interests of the person — from bodily to psychatagito cultural integrity. This principle forms the
basis of the ethical obligations in research thatfiated below.

In certain situations, conflicts may arise from léggiion of these principles in isolation from one
another. Researchers must carefully weigh all ttieciples and circumstances involved to reach a
reasoned and defensible conclusion.

Respect for Free and Informed Consentindividuals are generally presumed to have thexciap

and right to make free and informed decisions. Betsfor persons thus means respecting the exercise
of individual consent. In practical terms withiretbthics review process, the principle of respect f
persons translates into the dialogue, processtsrigluties and requirements for free and informed
consent by the research subject.

Respect for Vulnerable PersonsRespect for human dignity entails high ethicaigdtions towards
vulnerable persons — to those, whose diminishedpoetence and/or decision-making capacity make
them vulnerable. Children, institutionalized persar others who are vulnerable are entitled, on
grounds of human dignity, caring, solidarity andrrfass, to special protection against abuse,
exploitation or discrimination. Ethical obligatiobs vulnerable individuals in the research entsgori
will often translate into special procedures tat@cbtheir interests.

Respect for Privacy and Confidentiality: Respect for human dignity also implies the prifegpof
respect for privacy and confidentiality. In manytates, privacy and confidentiality are considered

8 The Tri-Council Policy Statement: Ethical Conduct for Resé Involving Human§TCPS)
http://www.pre.ethics.gc.ca/eng/index/

° The National Commission for the Protection of HanSubjects of Biomedical and Behavioural Reseafhh.
Belmont Report: Ethical Principles and Guidelines for the Protection of Human Subjects of Research.
Washington, DC, 1979.

Council for International Organizations of Medi@diences)nternational Ethical Guidelines for Biomedical
Research Involving Human Subjects. Geneva, 1993.

UNESCO, Ethical Guidelines for International Comparative Social Science Research in the Framework of
M.O.S.T. (Management of Social Transformation). Paris, 1994.

The Research Council of Norwaguidelines for Research Ethics in the Social Sciences, Law and the
Humanities. Oslo, 1994.
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fundamental to human dignity. Thus, standards ofapy and confidentiality protect the access,
control and dissemination of personal informationdoing so, such standards help to protect mental
or psychological integrity. They are thus consonmeitht values underlying privacy, confidentialitydan
anonymity respected.

Respect for Justice and Inclusivenessjustice connotes fairness and equity. Procedustice
requires that the ethics review process have fathods, standards and procedures for reviewing
research protocols, and that the process be e#bctindependent. Justice also concerns the
distribution of benefits and burdens of research.ti® one hand, distributive justice means that no
segment of the population should be unfairly buedewith the harms of research. It thus imposes
particular obligations toward individuals who amnginerable and unable to protect their own interests
in order to ensure that they are not exploitedtifier advancement of knowledge. History has many
chapters of such exploitation. On the other hamstrildutive justice also imposes duties neither to
neglect nor discriminate against individuals anaugis who may benefit from advances in research.

Balancing Harms and Benefits: The analysis, balance and distribution of harnd benefits are
critical to the ethics of human research. Modemeaech ethics, for instance, require a favourable
harms-benefit balance — that is, that the forededadrms should not outweigh anticipated benefits.
Harms-benefits analysis thus affects the welfard aghts of research subjects, the informed
assumption of harms and benefits, and the ethistfigations for competing research paths. Because
research involves advancing the frontiers of kndgée its undertaking often involves uncertainty
about the precise magnitude and kind of benefithaims that attend proposed research. These
realities and the principle of respect for humagndy impose ethical obligations on the prereqassit
scientific validity, design and conduct of research

Minimizing Harm: A principle directly related to harms-benefits lgse is non-maleficence, or the
duty to avoid, prevent or minimize harms to othdResearch subjects must not be subjected to
unnecessary risks of harm, and their participationresearch must be essential to achieving
scientifically and societally important aims thahaot be realized without the participation of hama
subjects. In addition, it should be kept in mindttthe principle of minimizing harm requires thia¢ t
research involves the smallest number of humanesthjand the smallest number of tests on these
subjects that will ensure scientifically valid data

Maximizing Benefit: Another principle related to the harms and begefftresearch is beneficence.
The principle of beneficence imposes a duty to bemthers and, in research ethics, a duty to
maximize net benefits. The principle has particudevance for researchers in professions such as
social work, education, health care and appliedcipsipgy. As noted earlier, human research is
intended to produce benefits for subjects themselee other individuals or society as a wholefaor

the advancement of knowledge. In most researclpri@ary benefits produced are for society and for
the advancement of knowledge.

3.2.A Subject - Centred Perspective

Research subjects contribute enormously to thergssgand promise of research in advancing the
human condition. In many areas of research, subpet participants in the development of a research
project and collaboration between them and theareber in such circumstances is vital and requires
nurturing. Such collaboration entails an activeolrement by research subjects, and ensures bdth tha
their interests are central to the project or staayl that they will not be treated simply as otgjec

A subject-centred approach should, however, alsogrize that researchers and research subjects

may not always see the harms and benefits of amds@roject in the same way. Indeed, individual
subjects within the same study may respond vefferéifitly to the information provided in the free
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and informed consent process. Hence, researchestsstnive to understand the views of the potential
or actual research subjects.

In this context, researchers should take into aticthat potential subjects who are asked to ppstei

in research by, for example, their caregiver, teadr supervisor may be overly influenced by such
factors as trust in the researcher or the hopetfaer goals, more than by assessment of the pibs an
cons of participation in the research. A patienyrhape for a cure from an experimental drug, an
employee for better working conditions, a studentlfetter marks. This places extra demands on the
researcher for accuracy, candour, objectivity aedswivity in informing potential subjects about
proposed research.
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4. Use of Personal Data in ILearnRW

The ILearnRW project will involve children of prima school age with dyslexia and or
dysorthographia, two forms of learning difficultieBuring the course of the ILearnRW project
personal data need to be collected, processedtaradl sBased on the purpose, for which the data are
collected, the data collection, processing andagiractivities of ILearnRW project can be divided
into the following phases:

1. User Regirements Analysis: children may participate interviews during the “user
requirement acquisition phase”. Since the childmenunderage, they cannot give consent and,
thus, consent forms have to be obtained by theams/guardians.

2. User Modeling/ Serious Games: a profile will beidedl for each user of the ILearnRW
system. The profile will be based on a model whidhinclude a general classification of the
types of reading or spelling errors the user ugualhkes. During the development of user
models that will be used in serious games, sewiddren will be asked to play games and
their actions/responses will be recorded.

3. Evaluation of ILearnRW: in the context of this @i, the ILearnRW software will be
operated in different settings (at class, at homh the guidance of a tutor/parent, or
unsupervised). Children will experiment for a Iqmeriod of time with the ILearnRW system.
The children’s profiles may be updated by the Ib&a system in order to monitor progress
and to provide them the most suitable learning natén future sessions. Data will be
recorded, stored and analysed in order to asststetlaluation of ILearnRW system and,
possibly, to support finding relevant to reseanctiyslexia.

As part of its project management, ILearnRW wiltlirde the constitution and functioning of the
Ethics Advisory Board and the establishment ofRngject’s Ethics and Information Security Policy.
The Ethics Advisory Board will implement and mandige ethical and legal issues of all procedures
in the project. The Project’s Ethics Policy will Hecumented in an Ethics and Information Security
Manual (ethics code of conduct of research), legatlinthe recognition of key ethical and legal issue
(i.e. storage, transmission, use of the users’likatgon and personal data in project deliveralaled
publications, ethical use of tools and the develepof a relevant project policy towards resolving
these issues).

Members of the Ethics Advisory Board for the ILeRW project are Prof. Antonios Symvonis
(NTUA), Prof. Barry Beggs (LBUS), and Prof. Gramimdtantziou (external member). Prof.
Symvonis and Prof. Pantziou are Members of the Gizmta Protection Authority Board and are
familiar with European and Greek legislation retate data protection issues, while Prof. Beggs is
familiar with UK data protection legislation. Ndteat no person affiliated with the partners thadt w
run the evaluation (DYSACT, EPIRUS) is member @& Ethics Advisory Board.

4.1. User Requirements Analysis

An expert-centred approach will be employed dutimg development of user requirements. Speech
and Language professionals and teachers / tutersamsidered to the experts. When appropriate, a
user-centred approach will be also employed inttsk. Since the users of the ILearnRW system are
children of primary school age they are not capabldesigning their own learning goals. However,
their input on what makes a learning experiencevegit, engaging or meaningful is critical. If
children with specific learning difficulties (dysi@ and/or dysorthographia) participate in the

318803 PUBLIC 13/26
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acquisition of ILearnRW's user requirements conseiit be obtained from their parents/legal
guardians.

4.2. User Modeling/ Serious Games

Not all children with dyslexia have the same typeyslexia. The reading impairment of some may be
classified as surface dyslexia, while for otherssitclassified as developmental dyslexia, or deep
dyslexia. As a consequence, not all children maleesame reading errors and, in addition, even if
they make the same type of reading errors the isgvaay be different. The same applies to spelling
disorders (dysorthographia). In an intelligent héiag system, a profile for each learner should be
built. The profile, among other things, should ud# the type of dyslexia, the error types the iser
likely to make and their severity, the learner's agd cognitive age, as well as information relabed
the learning history and progress during the usédiee system.

The users’ profiles are likely to be stored in atcal servel’, so as each child to be able to use the
ILearnRW software on a different PC (in a clasabhome). The learners’ profiles will have to be
updated during the use of ILearnRW and to refleetiéarner’s acquired skills and difficulties. Alsto
everything is the learning environment will be “file>sensitive”, that is, its behavior will depend

it. The presentation of the reading material wédpdnd on the user’s profile. The same holds for the
selection of the appropriate teaching strategyctivdent classification, the playing experiencdrdyr

a serious game, the search of the on-line resdack.

An authentication mechanism (most likely the usea dbgin-name and a password) will be used in
order (a) to allow access to the system and (bpsure that the appropriate user profile is loadiad.
teacher/parent might be authorized to help thedahith the authentication (for example, by knowing
the login name and password) so as the child dem part in the program, even when he/she has
forgotten the authorization details. When a chiddising the system, the loaded profile may be also
used for producing a feedback report, which witlisisthe teacher/parent to guide the child.

During the development of the serious games, amldwith/without dyslexia will be asked to play
games and their actions will be recorded. The cledata, together with other information related
the child's profile (dyslexia type, reading err@nsitivity, etc), will be used to develop user nlede
that will be utilized in the serious game engingedepment. The collected data will be anonymized,
by the educational partners collecting them (DYSAEPIRUS) and will be transmitted to the partner
responsible for serious game development (UoM).

4.3. Evaluation of ILearnRW

The main goal of the ILearnRW project is to imprdkie reading / spelling skills of its users. In the
evaluation phase of the project, the ILearnRW systéll be tested in two test-beds (UK and Greece)
with children having dyslexia and/or dysorthographihe test-bed specification will determine the
details of the testing (number of participantstingsperiod, testing scenarios, etc) . The testagod

is likely to last at least 6 months and duringhié iLearnRW system will maintain the profiles of
several children patrticipating in the trial. Thgeefiles contain information regarding the dyslexia
status of the child and, thus, can be considerée tsensitive data”. In addition to data relatediser
profiles, the children and their tutors will be adkto evaluate several aspects of the softwardn wit
respect to the software through the use of quasdioss. The tutors/speech therapy experts will be
also asked to evaluate the children’s learning r@ssgduring the trial period.

1% A final decision will be taken during the desigitiee ILearnRW'’s system architecture.
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When extracted for processing, the personal dedaiise children will be consistently substitutesldo
“code number” that will guarantee anonymity. Caatin to real persons will only be possible if one
combines the login details of the ILearnRW softwanel the access privileged of these researchers.
Even in this way, the correlation of sensitive widal names may only be possible till the end ef th
project. Afterwards, the initial details of the rgeersons will be deleted and data belonging to the
same person will be identified based on the comfoode number” they share.

The profiles and statistics collected during evidum as well as all data collected during the
development/ training of the ILearnRW software Ww# “anonymized”. In the scope of the ILearnRW
system development, the data need not to be stomgdtemporarily recorded, since they are used for
the development/training of the software. Howewvas, it holds with data collected during the
evaluation, in order to be able later on to prawmescientific terms, the validity of the methodojog
used, keeping these anonymous profiles/data wiliddeful, for a certain time period (e.g. five y&ar

In order to keep these data consent will be sofiight the parents of the children involved.
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5. Information Security

As described in the previous section, personal, adtech are anonymous will be collected during the
phase of software development and training. Semsitata will be also collected during the phase of
evaluation of the ILearnRW software. The sensitiata will be stored in a central “project server”,

a server maintained by the corresponding projethesg in the form of user profiles (and data used
construct them). These profiles will be password/@nIP address protected. Thus, no unauthorized
person in the scope of the project will have acteslsese data.

5.1.Data Security during Research

Data will be collected and stored at different ezsk sites, or at the project’s server, only visitd

the research site network. These servers willfesvéill protected. Logs of all the servers’ activign

be kept continuously and backups of the logs véldone periodically, so that actions performed upon
the data can be monitored and responsibilitiegatad.

Only anonymous data will be available for procegsiMoreover, authentication will be required by
researchers to access stored data on the res@aschfsan exchange of traceable personal datamgmo
the different research sites is required, for edamgue to the need of some researchers of data
collected in another country, secure transitionmetsms will be employed (for example, secure ftp,
or explicit encryption/ decryption).

5.2.Data Security in the Final System

The data security issues in the final system arysetlof a typical client / server application andasyn
the unauthorized access of the server and thentiasisn of application data. Both of these issuis w
be addressed by applying standard available saftvgatutions (use of encryption / decryption
techniques, allowing access only to specific clisatver applications, firewalls, etc). The exact
mechanisms to be employed will be decided duringlementation time and will depend on design
decisions concerning the architecture of the soffvegstem.

5.3.ILearnRW Consortium Policy on Ethical Issues (datacollection, storage and
processing)

In order to ensure the observance of the above,ridsponsibilities should be explicitly distribdite
among partners.

1. Each partner is responsible for storing the datallects at a local server behind a firewall.
The partner should make the data available to gthemners, who need to process them, or
conduct a statistical analysis, by a secure mesharffor example, secure ftp, password
protected etc).

2. Each partner responsible for data collection ie asponsible for obtaining the permission to
do so (from the relevant local authorities, if regd).

3. Each partner responsible for data processing ésralponsible for obtaining the permission to
do so (from the relevant local authorities, if regd). Partners who need and receive data
from other partners, should use them only for thgpses of the project and should comply
with all commitments (stated in consent and naiifiin forms) made by the partner
responsible for data collection. They may be ast@aign (if required by the national
authorities) a document indicating their agreement.
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4.

For the evaluation phase of the project, user lefind other sensitive data will be collected
stored and analyzed. The partner responsible focessing of sensitive data will be also
responsible for obtaining the necessary permidsi@tore "sensitive data”.

5.4.Consent and Notification Forms
During the project execution, a consent form shda@digned by

Parents/guardians of a child participating in thening of the software. They should be
informed of the purpose and the methodology usedhleyproject. They should also be
informed of their rights, concerning the data mdhto the child. They should give consent
prior to data collection.

/guardians of a child participating in the use awdluation of the software. They Parents
should be informed of the purpose and the methggalsed during the project’s evaluation.
They should also be informed of their rights, conoey the data related to the child and the
child’s participation. They should give consenbpitio data collection.

In addition, tutors and researchers involved shdugd informed of their responsibilities, when
handling personal data of children. If requiredtiby national authorities, they may sign a notifmat
form, indicating that they are aware of these rasjmlities. Thus, a natification form is ready he
signed by

Teachers interacting with the children contributing data collection: They should be
informed of the fact that they are involved witmsiéive data of children and sign that they
are aware of the responsibilities arising from thisraction.

Researchers involved in the ILearnRW project wheehaccess to personal and/or sensitive
data of the children: They should be informed @ tact that these data are confidential and
can be used only for scientific research. They khsign that the conclusions or the output of
statistical analysis of the data can be announobtighed, but the data concerning specific
persons will in no way be notified to any third fi@s. The same form may be signed (if
needed, alternatively to obtaining a separate stion from local authorities) by a member
of another ILearnRW partner, who needs to havesaciethe data collected.

Templates of the above forms (in English and Gree&)given at the Appendix. During the course of
the ILearnRW project these forms may be updatesfiedd according to the arising needs of the

project.
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APPENDIX

Consent and Notification Forms
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Information and Communication Technologies

The ILearnRW project is financed by the Seventhrfeaork Programme Lty
}¢ L] RW
ICT for Learning and Cultural Resources (TechnolBgjhanced Learning) ” I | e a r n

CONSENT FORM
CONCERNING THE CHILDREN THAT WILL PARTICIPATEINTH E
DEVELOPMENT /EVALUATION OF THE IL EARNRW SOFTWARE

On <date> N place> the following
signing persons <name> , who will be referred to as the
GUARDIAN, as the legal representative of the unaiged <name> :
who will be referred to as the CHILD, and <name> , as a

representative of the ILearnRW consortium, who Wwél referred to as the REPRESENTATIVE are
giving consent to the following:

Statement of Purpose

The aim of the ILearnRW project is to develop a next generation learning software which uses a
computer to facilitate the learning process fotdren with dyslexia and/or dysorthographia.

Towards that aim, the Scientific and Technologadgkctives of the project are:

1) The development of an Integrated Intelligent Learning Environment for Reading and Writing
(the ILearnRW system) which:

— supports user profiling

— incorporates learning/teaching strategies

— supports the classification of learning materiaddzhon user profile
— supports personalized content presentation

— supports engaging learning activities

— supports the evaluation of learning

— incorporates an on-line resource data bank.

2) The evaluation of the ILearnRW system in terms of its overall success in promoting the
learning process of reading and writing througheegive field-testing in different language
settings (UK and Greece).

Your child’s involvement

In order to develop and/or evaluate the ILearnRWsoe, data from children are needed. The data
may concern the child’'s opinion/preference withpeed to particular aspects of the system or their
profile and actions while using the system eithanird) its development or its evaluation. These data
may be combined with information specific to theldh dyslexia status. Not all children that will
participate in the stage of software will have resegily dyslexia/dysorthographia
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Risks assessment

In the scope of the ILearnRW project, when the qegik details of the children are extracted for
processing they will be consistently substitutedab&ode number” that will guarantee anonymity.
Correlation to real persons will only be possifl@ne combines the code number and information
available to only a limited number of privilegedsearchers of the ILearnRW project team. Even in
this way, the correlation of sensitive data withlreames may only be possible till the end of the
project. Afterwards, the details of the real pesaill be deleted and data belonging to the same
person will be identified only based on the comrfmode number” they share. These anonymous data
will be stored for a period of at most five yeamsorder to be able to prove, in scientific terntg t
validity of the research findings and of the mettiody used.

The data will be kept in a secure server. They kbéllaccessed only by researchers, directly involved
in the ILearnRW project, who are responsible fa development of the ILearnRW learning system.
The researchers will be a priori informed about theponsibilities and risks of accessing such
personal data.

Your rights

« You may at any time ask for access to the perssmraitive data concerning the CHILD,
provided that they can be located.

* You may at any time ask for erasure, blocking atifieation of the data concerning the
CHILD, provided that they can be located.

* You may at any time ask to be further informed bfrelevant details relating to the data
processing and the rights granted to you.

e The participation is voluntary and you may withdrénom the research at any time once
participation has begun.

This consent form is signed in two copies, one tfee GUARDIAN and one for the ILearnRW
consortium representative.

| have been informed and | can understand all®f th For the ILearnRW consortium
above terms and conditions.
| am giving consent to all of them.

The GUARDIAN The REPRESENTATIVE
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"ENTYIIO XYTKATAGEXHX
I'IA TA ITAIAIA TIOY YYMMETEXOYN XTHN ANAINITYZH/AZIOAOTIZH
TOY AOI'IEMIKOY IL EARNRW

XNuepa, TNV nuepofinvio>
€omoc>

01 KGT®OL VToYEYpAUpEVOL:

o/m 0, omolog ot ouvéyeln Oo  avaeépetal  ®G

KHAEMONAX Kot glvan 0 VOULOG EKTPOGMTOC OV OvVAALKOD
0 _omoioc ot ocvvéyewn Bo avaeépetor o¢ ITAIAI kor o/m
¢ ,eknpdconog tov ILearnRW Consortiume onoiog ot

ovvéyewn Ba avaeépetal oc YIIEY®YNOX cuvatvodv ota eENg:

YKomoc Tov tpoypaunaroc lLearnRW

Xkomog Tov wpoypdppatog ILearnRWeivar 1 avdmtuén pobnoiokod eKmaldevTiKoy AOYIGHIKOD VEUG
YEVIAG TO 0010 YPTOLUOTOLEL TOV VTOAOYIOTH Y10 VO, SIEVKOAVVEL T dtodikacio pddnong yuo ta moidid
pe duvoheEia kor M dvsopboypapia.

T'a v enitevén 100V okomoH AVTOV, Ol TEXVOAOYIKOD KOl EMIGTNLOVIKOL GTOYOL TOL TPOYPUUUATOC
ILearnRWetvau:
1. H avantoén evog Eévmvov Iepifitloviog pudbnong yio Aviyvawon kor Tpoprn (Integrated
Intelligent Learning Environment for Reading anditWig; ILearnRW)to onoio:
—  Ymoompilel e€atopukevévo Tpoii yio kabe modi,
-  Evooupatdvel otpotnyég ddackariog/ nabnong
- Yrnoompiler v e€atopkevpévn (Le Pdon to Tpo@id) Topovcioon Kelpévou
- Yrnoompilet pabnoiokég Spactnplotnteg mov EAkouv/opacTnplonolovy o mondi
= Ymoompilel v a&loAdynon g dadikociog pabnong
— Evoouatdvel v npdcPacn oe dpesa S1ofECIUL0 EKTAOEVLTIKO VAIKO
2. H a&woioynon tov cvotiuoatog ILearnRW ¢ mpog 10 katd 0G0 Tpodyel v dladikacio
pdbnong e avayveong Kol TG yYpOeng HECH EKTETOUEVNC OOKLUOOTIKNG YPNOMNG OF
YA®oGIKA-diapopeTikd nepipdirovia (Ayyhio kot EAAGSQ)

H ocoppgroyn Tov 7016100 60C

[Ipokewévov va avoamrtoydel ko vo agorloynbel emonuoviKG 1 YPNOWOTNTO TOL AOYIGLLKOD
ILearnRW, amartodvor dedopévo omd modid. Ta dedopévo antd Umopel va apopodv T yvodun/
TPOTIUNOT TOL TOLdIOV CE GYEON UE GLYKEKPLUEVES TTLYEG TOV cvothatog ILearnRW 1 to mpogii
TOV TOB10D KOl TIC OPAGEIC/KIVAGELS TOL Katd Tn ¥pfion tov cvotuatog ILearnRW. Ta dedopéva
avtd pmopel va cuddeyxBovv egite KoTd TN d1dpKelo TG avAnTLENG ToL cvothuatog ILearnRW katd
™ @don aglohdynong tov Kot umopel va cuvdvdloviot e TIG E01KEG TANPOPOPIEG TOV aPOPOHY TNV
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dvore&ia Tov madlod. Enueidveror 6Tt Oho Ta Todld mov Ba cvupetdoyovy oty avantuén/
a&loloynon tov Aoyicpkow dev Ba Exovv amapaitnto Svcieio / Sucopboypapia.

Extinnon Kivovovey

>10 mhaiclo tov mpoypdupotog lLearnRW, 6tav to dedopéva evog madod mpombovvtol mpog
ene€epyooia, Ta ototyeio avayvodpiong tov (dnA. ovoua, enifeto) Oa aviikabioTodvTol pe Evoy kwdikd
ap10uo pécm tov omoiov Ba eacporiletar n avovopio. H cuoyétion tov dedopévav pe éva moudi Oa
glvar Hovo duvartn v KATO10G GUGYETIOEL TOV KMOKO aplpd pe TANpopopieg dabéciues povo o Eva
TEPLOPIGUEVO 0plBUd epevvnTddV TOL Tpoypaupatoc ILearnRW.H dvvatdétnra avtr 6o ctopotiost
va velotatal oto TéA0G Tov Tpoypaupatos. Tote, to otoreio avayvapiong tov modumy Oa
Slypapovy kol TpocPacn o€ dESOUEVE TOV OVAKOLY GTO KAmolo odi Oa glvar dvvatn poévo pécw
oV KOdKoV aptBpod. Ta avovoua avtd dedopéva Ba dtotnpnBovv yio SIGTNUO TO TOAD TEVTE ETOV
moTe va gipoote, dv ypelactel, o€ BEoN va amodeiEovE LIE EMGTNLOVIKOVS OpOVG TNV EYKVPITNTO
g nebodoroyiog mov akorovOnonie

To dedopéva Ba euAGyovTon o€ acPoAn eEumnpetnty dedopévmy. e avutd Ba &xovy mpodsPfaocn udévo
€PEVVNTEC, Ol 0Toiol UmAEKOVTAL Aueca 6to Tpoypoupa ILearnRWioat ot omoiot givat vredBovor yo
TIG epyaoieg eneepyaciog dedoUEVEOV TOL TPOYPAUUATOG. Oa givol K TOV TPOTEP®V EVIUEPOUEVOL
yia TIC €0OHVEC TOL EVEYEL 1| TPOCTELNGT TPOCOTIKDOV OEGOUEVIOV.

To SIKOIOUOTA 6OG

e Mnopeite avd tdoa otrypn) va {ntioete npocPacn ota tpocomikd / vaicOnta dedopéva Tov
apopovv to ITAIAIL, vrd v mpodmdBeon 0Tl avTd UTOPOVV VO EVIOMIGTOOV OO TOVG
vrevdvHVoLG.

e Mmnopeite avd mdco otiyun va {ntioete va ofnotovv, i vo dlopfwbodv T dedopéva Tov
apopovv to ITTAIAIL vad v zmpoimdbeon OTL OLTE PTOPODV VO EVIOMIGTOVV GO TOLG
vreELOHVOLG.

*  Mnopeite ava mdoa otiyun va {ntoete va evnuepwbeite e meplocoTepeg AETTOUEPELEG YO
ola Ta B¢pota wov oyetilovron pe Ty emeEepyoacio SEOOUEVMY KOl TO SIKOIMUATA GOG.

* H ovppetoyn elvar mpoorpetikny ko pmopeite ovd mwdoo otiypun vo amocvpbeite amd To
EPEVLVNTIKO TPOYPOLLLLOL, GKOUT KOL OV 1] GUUUETOYN GOG EXEL NOT EEKIVIGEL.

To évtomo owtd vmoypdpetor oe dvo avtiypaoa, &va yw tov KHAEMONA «xot évo ywo tov
YIEY®YNO.

"Exo LaPet yvoon kai katovo® 0AovG TOVG TOPaTdve Ex pépoug g opddag ILearnRW
OpovG Kt TPoHmobEcELS.
Zovave o€ OAa od T TUPATAVE.

O KHAEMONAZX O YIIEY®YNOZ
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The ILearnRW project is financed by the Seventhrfeaork Programme P
Information and Communication Technologies (: - RW
ICT for Learning and Cultural Resources (TechnolBghanced Learning) I e a r n

NOTIFICATION FORM
CONCERNING A TEACHER PARTICIPATING IN THE IL EARNRW
PROJECT

The aim of the ILearnRW project is to develop a hext generation learning software which uses a
computer to facilitate the learning process fotdrien with dyslexia and/or dysorthographia.

Towards that aim, the Scientific and Technologatgkctives of the project are:

1) The development of an Integrated Intelligent Learning Environment for Reading and Wkiting
(the ILearnRW system) which:

— supports user profiling

— incorporates learning/teaching strategies

— supports the classification of learning materiadshon user profile
— supports personalized content presentation

— supports engaging learning activities

— supports the evaluation of learning

— incorporates an on-line resource data bank.

2) The evaluation of the ILearnRW system in terms of its overall success in promoting the
learning process of reading and writing througheegive field-testing in different language
settings (UK and Greece).

The knowledge of the personal details of childrantipipating in the ILearnRW project and their
corresponding data (including code numbers, logimes and passwords for the ILearnRW software)
is confidential. The teacher may announce his/eesgnal conclusions from the use of the ILearnRW
experience, but (s)he cannot refer to specificqrexs
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"ENTYIIO ENHMEPQXHX
I'IA TOYX EKITAIAEYTIKOYZX IIOY XYMMETEXOYN XTO IPOTPAMMA
IL EARNRW

YKkomog Tov poypdaupatog ILearnRWeivar n avartuén pobnoiokod eKmoidenTikod AOYIGUIKOD VENG
YEVIAG TO 0010 YPTOLUOTOLEL TOV VTOAOYIOTH Y10 VO, SIEVKOAVVEL T dtodikacio pddnong ylo ta moidid
ue dvoieEia kou M dvsopboypapia.

T'a v enitevén 100 okomoH AVTOV, Ol TEXVOAOYIKOD KOl EMIGTNLOVIKOL GTOYOL TOL TPOYPUUUATOC
ILearnRWeivou:
3. H avamtoén evoc Elomvoo Ilepifialiovios ualnons yio Avayvwon ko Ipagrn (Integrated
Intelligent Learning Environment for Reading anditiig; ILearnRW)to omoio:
- Ymoompilel eEatopikevévo TpoeiA yio kb moudi,
-  Evoouatdvel otpotnyikég didackariog/ nabnong
- Ynoowmpiler v e€atopikevpuévn (ue Pdon to Tpo@il) mapovoiaon Kelpivou
- Ynoowpiletl pabnoiakég Spactnplotneg mov EAKouv/opactnplonolovy To madi
- Ymoompilel v a&loldynon g dadikaciog pabnong
- Evoouatovel v npdcofocn oe Aueca SI0BECIHO EKTOLOEVTIKO DALKO
4. H a&orldynon tov cvotiuotog ILearnRW ¢ mpog 1o kotd OG0 TTpodyel TV oladtkacio,
pdbnong e avayveong kKol TG ypaeng HECH EKTETANEVNG OOKIHOGTIKNG YPNONG OF
YA®GGIKA-d10popeTIKd TEpIPdAlovta (Ayyhia kot EAAGOQ)

H yvdon tov ototyglnv Tov Todidv Tov GUUUETEXOVY 0TO £pELVNTIKO TpoYpauua ILearnRWkot twv
OVTIOTOIY®V TPOCHOTIKDOV OEOOUEVOV, CUUTEPILOUPOVOUEVOV TOV KOOIK®V opludV, KoOOK®V
ovoudatmv (login nameskot kodikdv npoécPacng (passwordskivar epmotevtiky. O ekmatdevTikdg
Umopel vo. dNRoc1eEdGE/aVAKOIVMOGEL IUE GTOTIOTIKG OTOEIN TO GUUTEPAGUATA TOV GYETIKG UE TN
dwdkacio kot Tig peBddovg mov akolovbovvtal oto Tpoypoupa ILearnRW. Aev umopel, 6umg, o€
Kopio TepitTon vo avagepBel 6 CUYKEKPIUEVD ATOUA.
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NOTIFICATION FORM
CONCERNING A TEACHER PARTICIPATING IN THE IL EARNRW
PROJECT

On <date> .in <place> , the following signing
person <name> , who wikkfeered to as the RESEARCHER has been
informed of the following:

The RESEARCHER involved in the ILearnRW project nhaye access to personal and / or sensitive
data of children. (S)he knows that these data andidential and can be used only for scientific
research. The conclusions or the output of stagiltinalysis of the data can be announced / péalish
The data concerning specific persons cannot b&éawto any third parties.

| have been informed and | can understand the ateones and conditions.

The RESEARCHER
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"ENTYNO ENHMEPQXHX
I'TA TOYX EPEYNHTEX I1IOY 2XYMMETEXOYN XTO ITPOI'PAMMA
IL EARNRW
Thuepa, TV nuepofnvio>
<OmOG>
o/m kdtwdh voyeypappévog/n o/m,omoiog/a 6N cvvéela Ha

avaeépetor g EPEYNHTHE evnuepodnke yo to e€ng:

O EPEYNHTHZX pe ™ ovppetoyr tov tov oto mpoypoupe [ILearnRW uropet va €yer mpocPaon o€
npoconikd 1 / kot gvaicOnta dedopéva mov apopovv madid. I'vopilel 6t ta dedouévo avtd givor
EUMIGTEVTIKA KOl LITOPOVV VO, ¥PNCIUOTOIMB0o0V HOVO Yo EMOTNHOVIKT épguva. To cupnepdcpatd tov
N T0 OTOTEAECHOTO OTOTICTIKNG OvOAVLONG TV OedOUEVOV UTopohV va dnpocievbodv 1 va
ovokowvmBobv. Me kavévay Tpomo dev UTOpodV va YvmOSTOTOBovv o€ AAAN dtopa dedouéva Tov
POPOVV LEUOVOUEVO/CUYKEKPIUEVA ATOUN, oveEApTNTO 0o TO eGv umopel amd ta dedopuéva, avTd va,
e€ayBei n TawTdTNTA TOVG 1 OYL.

"Exyo Adfet yvdon Kot KoTovo® Toug Tapamdve 0povg Kot TpodmodEcels.

O EPEYNHTHX
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